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Top Industry Compliance & Ethics Priorities

Regulatory tracking, measuring program effectiveness, and strengthening ethical 

leadership were among the top items on the compliance agenda for Financial 

Services companies in 2011.



Enterprise Compliance and Ethics ïManaging Regulatory Change



üHelpline cases are expected to increase due to new SEC 

Whistleblower rules and internal reporting awareness.

üConflicts of Interest Disclosures are expected to double due 

to increased awareness of this BOD requirement. 

üProjected increase in required training courses due to increased 

regulatory environment. 

üEnterprise wide usage of LearnerWeb (LMS) by new business 

unit administration areas. 
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Enterprise Compliance and Ethics ïMonitoring, Measuring and 

Reporting  (For Illustrative Purposes Only)
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üGradual upward trend in the number of privacy disclosures reported since 

2008 accompanied by a significant increase in regulatory requirements, ( HIPPA 

Hi-Tech, State Regulatory Authorities, etc.), for analyzing, tracking, responding 

to and reporting on privacy incidents.  

üCompliance with these requirements mandates an increase in resources and 

available technology to support effective analysis and management of the 

process.

üIncrease in SARs attributed to enhanced training within specific 

operational business units. Training has led to more referrals and a 

subsequent need for an added staff position to ensure that each referral is 

adequately and promptly investigated and to determine if a SAR should be 

filed.

üSARs filed have increased two fold since 2008 and are expected to have 

more than doubled the preceding year by the end of 2011. 

Enterprise Compliance and Ethics ïMonitoring, Measuring 

and Reporting  (For Illustrative Purposes Only)
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Enterprise Compliance and Ethics:

Value Proposition

ÅUp to 80% of a Compliance Officers day 
can be spent hunting and gathering
for information / data

ωDo we want our highly skilled Human 
Capital acting as Aggregators?

ωWouldn t we rather our people focused
on analysis,  providing guidance / advice/
direction and influencing outcomes?



GovernanceRiskandComplianceBusinessValue& Benefits:

ω Reducethe costsof compliancethrough better automation
and streamlined investigation (Prevention rather than
detection)

ω Pro-activevs. re-active (Manycurrentprocessesaremanual
or basedon antiquated technologyςnot exceptionbased
andprovideno historicaltrend analysis

ω Develop metrics to measure program effectiveness,
providing impactful analysis to the business and
appropriatelyinfluencingoutcomes

ω Detect, investigate and accurately report on potentially
suspiciousactivity, both today and in the future, to the
satisfactionof the regulators

Enterprise Compliance and Ethics:

Strategic, Sustainable and Scalable Value



Enterprise Compliance and Ethics:

Strategic, Sustainable and Scalable Value

Providing Impactful Enterprise Risk Management and Effective 
Governance:
ωMeets a key regulatory requirementby providing the ability to 
evidence appropriate escalation of potential risk/issues throughout the 
organization

ωTrending and Pattern Detectioncan facilitate risk mitigationand 
increase greater efficiencyfor the  organization (reduction of  triage 
efforts)

ωProvides a critical stepin protection of the organization:
o Replacesmanual monitoring which will no longer be sustainable 
or scalable to support future regulatory requirements and future 
growth of the organization
o Supportsthe exponential increases in regulatory scrutiny and 
expectations that are coupled with increased transactional 
volumes and business initiatives
o Reducesthe risk of regulatory fines



Inherent Risk

Mitigation Activities / 

Control Environment 

Residual Risk Profile 

Risk Management Funnel



LFG Enterprise Compliance Risk Management Lifecycle Model
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LFG Compliance Risk Centric Approach to 

Enterprise Compliance & Ethics
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Questions?



Joe Kale
Chief Ethics & Compliance Officer

DynCorp International

Metrics: Turning Data Into Knowledge
And Knowledge Into Action



Why Are Metrics Important?

- Provide great insight into the issues

- Highlight problems, successes, risks

- Spotlight on areas for improvement

- Proactive vs. reactive

- Make the business case for a strong program

Turning Data Into Knowledge
And Knowledge Into Action

Metrics Are a Window Into the Company



What To Measure?

- Determine what works for your business

- No one size fits all approach

- Different types of measurements

ü Do we have the right systems in place?

ü Are we improving our ethics/compliance performance?

ü Are our efforts leading to better outcomes?

Turning Data Into Knowledge
And Knowledge Into Action

Right Choice of Metrics = Meaningful Data



Metrics To Consider

-Number and Source of Contactsé 

ü What are the key issues/employee concerns?

ü Where are they coming from?

-Substantiated vs. unsubstantiatedé 

ü Highlights the most important issues

-Ratio of anonymous vs. identifiedé 

ü Lower anonymous = confidence in the system

Turning Data Into Knowledge
And Knowledge Into Action


